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Abstract—Current approaches for designing wireless mesh
networks (WMNs) suffer from low-end-to-end-throughput perfor-
mance. This disadvantage mainly comes from the traffic aggrega-
tion and multihop properties of WMNs. Although the throughput
performance can be improved by utilizing multiple channels and
multiple radios, the knowledge of how good the performance can
be is still unavailable. Some previous works endeavored to heuris-
tically improve the systems’ performance, while others focused on
the optimization algorithms for satisfying the clients’ traffic de-
mand. There is no work, until now, that can provide the knowledge
of the system capacity. Although optimization algorithms have
been proposed in previous papers, they require the exact traffic
load input and make the “optimal” result easily outdated due to
local topology and traffic changes. In this paper, we investigate the
capability that WMNs can offer the mesh clients to deliver/receive
data across the gateways, which is termed the portal capacity.
Furthermore, we propose our solution to achieving the optimality
in portal capacity through the centralized algorithm while retain-
ing optimality via distributed tuning when local changes in either
topology or traffic occur in the system. The concept of portal
capacity provides us with very useful information about a WMN’s
capability, which can facilitate the optimization of the end-to-end
throughput and fairness. In addition to this, this paper is the first
one that takes the optimality and dynamic property of the system
into consideration.

Index Terms—Channel assignment, multiple channels and
multiple radios (MC-MR), resource allocation, wireless mesh
network (WMN).

I. INTRODUCTION

W IRELESS MESH networks (WMNs) can be deployed
to extend the coverage of last-mile access, which are

seen as the extended version of wireless local area networks
(WLANs) aiming at larger coverage areas and higher bit rates.
Compared with its counterpart, i.e., cellular networks, WMNs
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Fig. 1. Common structure of a WMN.

can provide mesh clients the ability to access the Internet with
the advantages of low cost, ease of deployment and configura-
tion, and flexibility of construction. For example, WMNs can
provide Internet services to unscheduled conferences, military
deployments, or emergency rescues.

Akyildiz et al. [1] have provided an excellent survey on
WMNs. Commonly, a WMN consists of a limited number of
gateways to access the wired networks, many mesh routers,
each of which covers a certain area, and a larger number of
mesh clients. Fig. 1 gives an example of a WMN structure
with one gateway. Gateways function as portal devices, which
provide access to the wired Internet. Mesh routers connect with
gateways via wireless media through zero or more intermediate
mesh routers. Mesh clients access the system through the local
mesh routers. The local mesh routers help mesh clients to
forward data packets to the gateways, with one or multiple
intermediate hops.

Nowadays, two series of standards can be applied to WMNs.
One is the contention-based IEEE 802.11 family, among which,
the ongoing one, i.e., IEEE 802.11s, is aiming to better sup-
port the mesh structure. The other is the IEEE 802.16 family
with the scheduling-based feature. It is widely known that the
current IEEE 802.16 family does not support multihop net-
works well. IEEE 802.16j, which aims at multihop applications
and is also known as mobile-multihop-relay-based WiMAX, is
still under development.

Usually, mesh clients use WMNs mostly to access the In-
ternet. Therefore, the ability for a WMN to provide mesh
clients to deliver/receive data across the gateways is the focus
of the design. Due to the limited number of gateways and the
irregular distribution of mesh clients with multihop distance
from the gateways, it is difficult to construct a WMN that
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can satisfy both coverage and throughput requirements. Re-
searchers have been delving into the design issues. Jiang et al.
[2] proposed a resource-management scheme based on code-
division multiple access for the wireless mesh backbone. To
boost the throughput of WMNs, they design the scheme of
resource allocation by using location and interference infor-
mation from the receivers’ point of view. Attempting to find
out what attribute is responsible for the current low-throughput
performance of WMNs, we generalize two major features for
WMNs: multihop and traffic aggregation.

Due to the multihop feature of WMNs, a large part of
resource is “wasted” in forwarding at the intermediate routers.
This feature causes multiple channel contentions and flow dis-
continuity as well. The other major difficulty coming from the
multihop feature is the frequency reuse or, looking from another
angle, the concurrent transmission. When there is no frequency
reuse, the system throughput is definitely low because so many
links share a limited amount of frequency resource, a large part
of which is used for forwarding. In multihop scenarios, reusing
faraway frequency resource with proper planning is a basic and
effective way to improve the throughput performance.

Because of the traffic aggregation toward a gateway, central
links always have more traffic load. When these links do not
acquire more resource than outside links, congestion is created,
and bottlenecks are formed. Generally, when a large amount of
undeliverable traffic is generated in some area, the congestion
creates bottlenecks. Several other reasons can create bottle-
necks in WMNs as well. Due to the different sensing ranges
among different routers, hidden-/exposed-terminal problems
and blocking problems haunt WMNs. The hidden-terminal
problem can increase the collision of a link. The exposed-
terminal problem and the blocking problem can create disad-
vantaged links. These abnormalities are all possible reasons for
bottleneck formation.

Fortunately, with the aid of multiple channels and multiple
radios (MC-MR), the WMNs’ performance can be improved
with effective channel allocation [3]. IEEE 802.11b and IEEE
802.11a specify 3 and 12 nonoverlapping channels, respec-
tively. To this end, many previous works proposed architectures
or algorithms with different techniques [3]–[9].

Unfortunately, up to now, no previous paper has given us
the knowledge of the capability that WMNs provide the mesh
clients to deliver/receive data across the portals. It will be very
useful to know the maximum traffic a WMN can support to
deliver across the gateways at the construction phase without
the presence of mesh clients.

In this paper, we investigate the capacity that WMNs provide
mesh clients to deliver/receive data across the gateways, which
we term as the “portal capacity.” It will be shown later that
the portal capacity varies with different fairness constraints.
We assume that the traffic distribution is known so that, sta-
tistically, each mesh router contributes a certain amount of
traffic to the gateways. Under these assumptions, the objective
function of the optimal portal capacity is formulated without
the requirement of the knowledge of the real-time traffic de-
mand. Furthermore, we propose our solution for achieving the
optimality in portal capacity through the centralized algorithm
while retaining the optimality via a distributed mechanism.

The contributions of this paper are listed as follows.
1) It proposes the concept of portal capacity, which charac-

terizes the wireless access capability of WMNs provided
to mesh clients.

2) It formulates a target problem for maximizing the portal
capacity with the fairness constraint and reduces it to a
much simpler and more soluble one via frequency reuse.

3) It gives two parts of a solution in which the centralized
part focuses on the realization of the optimum portal
capacity, and the distributed part renders flexibility and
robustness to the system.

The rest of this paper is organized as follows. Section II
discusses the related works. Section III formulates the target
problem. Section IV describes the proposed solution. Simula-
tion and evaluation are provided in Section V. Conclusions are
given in the final section.

II. RELATED WORKS

Some previous works proposed heuristic approaches utiliz-
ing MC-MR to increase the throughput performance [7]–[10].
In [8], an architecture called Hyacinth is proposed for the
MC-MR WMNs. Each mesh router carries out load-balancing
routing and load-aware channel assignment in a distributed
fashion. In [7], interference mitigation is introduced in the de-
sign. The multiradio conflict graph and a breadth-first searching
algorithm are used for the interference-aware channel assign-
ment. In [10], the channel assignment is jointly designed with
multipath routing and scheduling. In [9], a superimposed code
is used in channel assignment because of its s-disjunct property.
By assigning a superimposed code to each mesh router in
advance, the communication channel can be determined by
the manipulation of two superimposed codes. However, this
method has a requirement for a relatively large number of chan-
nels to avoid the cochannel interference. Most of these heuristic
works are distributed schemes, which can quickly adapt to
the traffic variation and link failures; thus, robustness can be
achieved, although they lack consideration of the optimality of
the throughput performance.

Some works instead apply optimization techniques to
achieve the optimality of the system [4]–[6], in a centralized
manner. Both [5] and [6] use a scale factor λ to scale the flow
rate under the constraints in WMNs, while they use different
interference models and different algorithms to solve the op-
timization problems. In [4], the target problem is to directly
maximize the summation of the utility function of the rate for
each flow. These works are mostly too complicated in terms
of the algorithm because of the need to decompose the NP-
hard optimization problem and because of the lack of robust-
ness to support a real system. Meanwhile, the aforementioned
algorithms do not give us information about the capability that
a WMN can provide its clients to deliver packets across the
gateways.

In addition, to achieve and retain the optimality in these cen-
tralized works, WMNs are always assumed to have a stationary
mesh topology and static traffic demand when calculating the
optimal value. Although gateways and mesh routers are mostly
stationary, due to inevitable wireless link failures, occasional
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node failures, and node maintenance, the topology cannot be
considered immutable. Moreover, although mesh routers usu-
ally have a more constant traffic load than mesh clients by
aggregating the mesh clients’ traffic, the traffic loads of mesh
routers can still greatly vary from time to time due to a variety
of group events, just like city traffic. Consequently, with the
aforementioned algorithms, any of these local minor changes
in the network can cause loss of fairness and optimality, which
requires further global channel assignment and resource alloca-
tion. Therefore, the variation in topology and traffic load cannot
be ignored in WMNs’ design. Although the relatively stable
and stationary information of the topology and traffic can be
the input for calculating the optimal performance, a dynamic
mechanism is also required to address the robustness issue.

III. PROBLEM FORMULATION

A. Portal Capacity

Unlike other ad hoc networks, a WMN is usually deployed
by placing a number of mesh routers around one or several
gateways so that mesh clients are able to deliver/receive data
across this infrastructure and access the Internet via portal
devices, i.e., gateways. (In this paper, we first investigate the
scenario with one gateway.) Obviously, the throughput that
the gateways carry is the aggregate end-to-end throughput of
the system. Previous works investigated the aggregate end-to-
end throughput performance with the knowledge of the real-
time traffic demand from mesh clients. However, the wireless
ability that a WMN provides its clients to deliver/receive data
across the gateway/gateways has never been touched. Hereafter,
we refer to this wireless ability as the portal capacity. It is
obvious that each mesh router in a WMN takes its capacity
to/from the gateway as its individual portal capacity for its local
mesh clients.

Similar to access points in WLANs, the maximum achievable
throughput of gateways in WMNs defines the capacity of the
whole system. The calculation of a WLAN’s capacity is simply
the capacity of the operating channel due to its one-hop nature.
In multihop WMNs, the system capacity is not a constant as it
is in WLANs because the spectrum is shared by multihop links.
Different spectrum resource sharing among multihop links
will cause different portal capacities. According to the traffic
aggregation property, the system capacity can be learned via the
summation of the capacity of the interfering last-hop links con-
nected to the gateways. Without considering fairness, a WMN’s
portal capacity reaches the maximum value when the last-hop
links take all the channel resource, while all other mesh clients
and mesh routers are starved. Therefore, the portal capacity is
meaningful only when the fairness constraint is considered.

If fairness can only be achieved when each link’s traffic
demand is satisfied with the predefined proportion, as in [6],
the retainment of this fairness will be too difficult because each
time the traffic of any mesh client changes, fairness will change,
and the traffic should be rescheduled. Due to this considera-
tion, we consider fairness in another way. We assume that the
traffic distribution follows a fixed probability density function.
The resource allocation can be based on the knowledge of
this distribution so that the optimum portal capacity can be

Fig. 2. Example of the link distribution in WMNs and the proposed frequency
reuse pattern.

achieved. In addition, a dynamic mechanism is necessary to
adjust this resource allocation to efficiently use up the spectrum
in real time. In this paper, we assume that the traffic follows
a uniform distribution and that the coverage of each mesh
router is identical. Consequently, each mesh router is seen to be
equivalent with respect to its traffic contribution to the gateway
(with the forwarded traffic from other mesh routers excluded).
Obviously, this problem seems to be much easier to solve with-
out considering the real-time traffic demand of mesh clients.
The optimal portal capacity under this fairness constraint is
then determined only by the infrastructure consisting of the
gateway, the mesh routers, and the links among them, which are
relatively stationary. The knowledge of the portal capacity can
thereupon be obtained without the presence of mesh clients at
the construction phase and provide the engineers with important
information beforehand.

Although this model ignores the diversity of traffic demand
among the clients, it can give us useful knowledge of the
system’s performance and guide the design of the system. Such
information cannot be obtained if the real-time traffic demand
is considered for fairness. Furthermore, we can statistically
incorporate the diversity of traffic demand by giving different
traffic weights to different mesh routers according to their
geographic characteristics. For example, in busy areas such as
shopping malls or important areas such as hospitals, the mesh
routers can have bigger traffic weights than others.

B. Problem Formulation

Apparently, the optimum portal capacity of the system and
its realization are our focus in this paper. We denote the set of
final-hop links to the gateway(s) as L1, the set of mesh routers
as M, and the predefined traffic demand weight for mesh router
k as wk. The portal capacity via final link i is denoted as Pi.
The final links are those ones converged to the shaded area
(the gateway) in Fig. 2. The aggregate portal capacity without
consideration of fairness can be expressed as

∑
i∈L1

Pi. Mesh
router j’s proportion of the portal capacity via final link i is
denoted as uij

max
∑
i∈L1

Pi

∑
j∈M

uij (1)
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subject to
1) the link capacity constraint;
2) the channel resource and radio resource constraint;
3) the interference (concurrent transmission) constraint;
4) the fairness constraint:

∑
i∈L1

uijPi = (wj/
∑

k∈M
wk)∑

i∈L1
Pi.

This formulated problem searches in all the possible resource
allocation and channel assignment for the maximum portal
capacity with the fairness constraint. The fairness constraint
requires each mesh router to share a proportional amount of
the portal capacity corresponding to its traffic demand weight
wk. The objective function embeds uij into each Pi to add the
fairness constraint. This is still an NP-hard problem, even after
it removes the requirement on traffic demand. However, we can
further simplify this problem.

C. Problem Simplification

We know that frequency reuse is critical to the system’s
performance because it can actually bring in more resource for
allocation, particularly when the system covers multihop dis-
tance. However, in the backbone of WMNs, a good frequency
reuse pattern is difficult to find.

Usually, in WMNs, the gateways are taken as the centers, and
mesh routers surround the gateways with different distances,
which are most of the time counted in the number of hops.
Due to the traffic aggregation, the closer to the portal the links
are, the heavier the traffic that they carry becomes. It is easy
to observe that if a virtual circle is drawn in a WMN and the
circle is large enough, links outside the circle can totally reuse
the resource of the inside links, as shown in Fig. 2. The first
reason for the feasibility of this frequency reuse is that outside
links have less traffic load in total because all traffic needs to
be aggregated in the gateway. The second reason is that the
distance between frequency reuse links can be guaranteed by
the proper frequency reuse distance D. Finally, because of the
larger area and less traffic, this reuse can be repeated when
the distance to the gateway is larger. Therefore, we can reduce
the original problem to a problem with a smaller area of
interest. We term this circle with radius D as circle D.
We call the mesh routers outside circle D the outside mesh
routers.

The criterion to discover the minimum circle D is that all
the links outside the circle can reuse the frequency resource
used inside the circle. Usually, the sensing range of a node
is about twice as long as its transmission range (simulator
ns-2 adopts the typical value 2.2). Therefore, in this paper,
we set distance D equal to three-hop coverage. It is clear
that the links outside circle D are always able to reuse some
frequency resource used by some inside links with proper
assignment. This frequency reuse separation remains valid
no matter what the real topology is for the aforementioned
reasons.

Therefore, the former transformed problem can be reduced
to a problem with fewer constraints

max
∑
I∈L1

Pi

∑
j∈M

uij (2)

subject to

1) the link capacity constraint within circle D;
2) the channel and radio resource constraint within circle D;
3) the interference constraint within circle D;
4) the fairness constraints:

∑
i∈L1

uijPi = (wj/
∑

k∈M
wk)∑

i∈L1
Pi.

Note that we do not loosen the fairness constraints since
each link within circle D is required to carry the traffic from
downstream routers as well. To unify the concerned area, the
traffic demand weights of outside mesh routers are to be merged
to the inside mesh routers. We assume that traffic from one
outside mesh router is bound to a certain inside mesh router on
the boundary of circle D. Although this assumption means that
the optimality is based on a certain fixed routing, it does not
change the optimality when the routing is changed. This can
easily be demonstrated as follows. We first assume that each
router has enough radios that can support as many resources as
it has been allocated. Each link is allocated resources according
to its weight. As long as the total weight is not changed, e.g.,
each mesh router has a fixed hop distance to the gateway,
then each mesh router can always obtain the same amount of
portal capacity. Otherwise, the optimality might be changed,
while the system performance would not have a great impact
in that this would not bring a significant weight change. In
reality, the number of radios cannot be as large as required.
An improper routing does make some links overloaded, which
would affect the portal capacity. However, this difference rarely
makes the nonoptimality happen because the limited number
of channels makes it impossible for a link to use more than one
radio. Therefore, a small variation in the links’ weights does not
significantly change the system’s optimal performance. In our
solution, we use the simple tree structure routing. Although this
routing suffers from lack of robustness, a dynamic adjustment
mechanism can make up for this defect.

Based on this tree structure, the last-hop links are aware of
their load, i.e., the total traffic they are carrying. Therefore,
the proportions of all the Pi can be acquired. Hence, μij can
be known if multipath routing within circle D is ignored.
With the given tree structure and without considering frequency
reuse, the simplified problem becomes a linear programming
(LP) problem within circle D since the objective function and
constraints are all linear. If the accumulated weights of the final-
hop links change, a new global resource allocation and channel
assignment is needed to regain the fairness.

IV. PROPOSED SOLUTION

Unlike previous papers related to the optimality, our solution
is based on the standard of the IEEE 802.11 family because
the frame structures in IEEE 802.16 standards cannot sup-
port multihop very well, even though the inherent schedul-
ing mechanism can greatly reduce the contention overhead in
IEEE 802.11. Note that we assume that the links between
mesh routers and their local mesh clients use a different set of
frequency bands so that they can be ignored in this paper and
that the network planning about this part can directly refer to
the cellular systems.
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From the problem formulation, we have found a new way to
achieve WMNs’ optimality. Assuming that each wireless link
within circle D has the same wireless condition and that each
wireless router has at least two radios (with one for uplink
and the other for the downlink) and ignoring the frequency
reuse, the aforementioned LP problem can easily be solved by
allocating the available bandwidth of given multiple channels to
links among mesh routers according to their weights. Therefore,
the key to the optimal portal capacity is the resource allocation
and channel assignment for the links within circle D.

For a practical system scheme, allocating channel resource
to links within circle D to achieve an optimal aggregate portal
capacity is not enough. First, each outside mesh router should
have a way to acquire a certain amount of resource that supports
the optimal portal capacity. Second, as aforementioned, outside
mesh routers can totally reuse the spectrum resource within
circle D. A scheme is required to realize this frequency reuse
that prevent the links within circle D from being interfered by
outside links.

Finally, the achieved optimality requires the condition that
each mesh router generates the preplanned traffic load. Real-
time traffic varies from the expected value from time to time;
thus, the calculated resource allocation may not result in the
optimal portal capacity. With a distributed and dynamic mech-
anism to adjust the allocated resource, when traffic varies, the
optimal portal capacity can still be maintained. Robustness is
also gained through the distributed and dynamic scheme.

The overall proposed solution consists of a centralized part
and a distributed part, which are discussed next, respectively.

A. Part I: Centralized Part

1) Overview: The optimal portal capacity is mostly deter-
mined by the resource allocation and channel assignment for
the links within circle D. The resource allocation here only
means the allocation of bandwidth resource of given channels to
the available radios of the mesh routers. Although the difference
in allocated resource may be limited by the number of available
radios of the considered mesh routers, this probability is rather
low because, due to the limited number of channels, one link
can rarely occupy more than one channel.

We propose a centralized scheme to carry out the task of
resource allocation and channel assignment.

As aforementioned, with the assumption of uniform traffic
distribution and identical coverage area among mesh routers,
each mesh router contributes the same amount of traffic to the
gateway. Therefore, the weight of each link can be defined as
the number of downstream mesh routers. Without the consid-
eration of frequency reuse, the resource allocation is straight-
forward with the knowledge of the total resource and the links’
weights. A weighted allocation is enough for this task. After-
ward, we need to face the challenges from frequency reuse,
exact total resource, and the deviation of resource allocation.

Some notations are introduced beforehand. The channel ca-
pacity is first assumed as a constant B, and there are K avail-
able channels. We denote the total weight of each tier as ωI, ωII,
and ωIII, respectively. The total weight is ωtotal. The numbers
of each tier’s mesh routers are denoted as MI, MII, and MIII,
respectively. The number of all mesh routers is denoted as M .

Fig. 3. Ideal case when frequency reuse is perfect.

Conservatively, when there is no frequency reuse within
circle D, a lower bound of the portal capacity can be achieved
by dividing the whole spectrum by the whole weights of the
links. The lower bound is K · B · M/(M + (M − MrmI) +
(M − MI − MII)) ≈ K · B/3 when MI, MII � M .

An upper bound is achieved when the third-hop links can all
reuse the frequency allocated to the preceding links, as shown in
Fig. 3. To achieve this upper bound, the network topology and
the links’ weights should roughly be symmetric to the gateway.
The most ideal aggregate portal capacity is K · B · M/(M +
(M − MI)) ≈ K · B/2 when MI � M .

Therefore, the achievable value range for problem (2) is
known to vary from K · B/3 to K · B/2. However, if the
scheme is not well designed, the real system’s aggregate portal
capacity can be far lower than these values. From this section
onward, we describe the scheme of exploiting the portal capac-
ity of WMNs.

For an IEEE 802.11 channel, the maximal throughput B that
can be achieved is not a constant. It depends on the number of
contending nodes, i.e., the collision probability. If the channel’s
maximal throughput is not the same for different links, the
weighted resource allocation is not accurate, which may lead to
the underutilization of the portal capacity or a nonoptimal portal
capacity. The real channel capacity with different numbers
of contending nodes should be figured out, and the capacity
difference needs to be considered in the resource allocation. A
revised weighted allocation is used for this purpose.

We first present the algorithm for the centralized resource
allocation and channel assignment with the consideration of
frequency reuse.

2) Centralized Resource Allocation and Channel
Assignment: It can easily be observed that the difference in the
upper bound and the lower bound of the aggregate portal
capacity comes from the difference in frequency reuse.
Obtaining the frequency reuse as much as possible leads to the
optimal aggregate portal capacity.

The most common way to allocate resource is using a
weighted allocation. Ri = ωi(Rtotal/ωtotal), where Ri stands
for the allocated resource to link i, and Rtotal stands for the
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total resource. When one link can reuse another link’s resource,
its weight ωl′ (which is assumed to be not greater than the
reused one’s weight ωl) is not counted again; thus, the share
Rtotal/ωtotal will be increased due to a smaller total weight.

Based on the rule that frequency cannot be reused by two-hop
neighbors [4], we can derive another two rules: the frequency
of first- tier links cannot be reused by third-tier links, nor can
the second tier be reused by the second tier. Therefore, it is
clear that the frequency reuse for the links within three hops
is only possible between faraway second- and third-tier links
or between faraway third-tier links. From an engineering point
of view, it is not difficult to figure out all the reused link pairs
within circle D during network construction. This information
can be configured into gateways for the centralized resource
allocation.

After allocating the proportional resource to each link, the
gateway is required to assign the channels to the radios of each
mesh router according to the allocated resource to each link.
Because the number of channels is an integer, the channel as-
signment can make the resource allocation deviate from the tar-
get proportion due to rounding operations. A fittest-allocation
strategy is used to mitigate this problem. The frequency-reusing
links do not need to be assigned channel resource because of a
previous assignment for the frequency-reused links.

Due to the limited number of channels, most links in WMNs
have to share a channel with other neighboring links. This
fact imposes extra difficulty on the frequency reuse. Under
a contention-based protocol, if the frequency reused links
share the channel with other links, the frequency reuse is not
always feasible. An example is that channel assignment makes
a first-tier link share a channel with its downstream third-tier
link. In this case, its downstream fourth-tier links cannot reuse
the frequency resource of this first-tier link because it will
bring undesired interference between the third-tier link and the
fourth-tier links.

When the frequency reuse cannot be fulfilled under a certain
channel assignment, the resource allocation is required to recal-
culated due to the change in total weight ωtotal. Therefore, the
resource allocation needs to be jointly considered with channel
assignment due to the uncertainty of frequency reuse. Our
strategy is to compare the gain from frequency reuse and the
cost to exclude other links from the frequency-reused channel.

Resource allocation is first done with the knowledge of total
weight ωtotal and total resource Rtotal. During the channel
assignment, when a frequency-reused link is met, we attempt
to exclude all the links that cannot be frequency reused from
the current channel and quantify this resource as virtual weight
ωvirtual. The gain of this frequency reuse is the saved resource
for these reused links, which are quantified by their weights
ωl′ . If the cost is less than the gain, we add virtual weight
ωvirtual to and subtract the gain ωl′ from ωtotal and redo the
resource allocation. Otherwise, the frequency reuse for these
links is abandoned. This procedure is repeated until all the
links have been assigned channels. Note that if more than one
link can reuse the same frequency reuse link set, the cost and
gain comparison should consider all of them. Table I shows the
pseudocode of the centralized resource allocation and channel
assignment with the consideration of frequency reuse.

TABLE I
ALGORITHM OF CENTRALIZED RESOURCE ALLOCATION

AND CHANNEL ASSIGNMENT

As shown in line 21, an important rule for the assignment
is that the channel frequency for the uplink and downlink of
each mesh router should be different. The constraint of the
radio resource is also considered in line 15. When there is
more than one radio for downlink or uplink, the strategy is
to evenly spread the allocated resource to each radio. This
strategy considers the prospective dynamical adjustment so
that, when the unused resource can be reallocated, an extra
channel assignment is not necessary. The channel assignment
should be continuous, which means that the same channel is
preferred to be allocated to a close neighborhood. The purpose
of this strategy is to avoid the hidden-terminal problem, as well
as to enhance the frequency reuse probability.

3) Actual Total Resource for Allocation: The portal capacity
being discussed does not mean the nominal channel bandwidth.
This value is defined as the achievable throughput across the
gateways. It is used by the parent nodes to indicate to the child
nodes their feasible traffic rate. Each child node should follow
this quota; otherwise, the parent cannot guarantee the delivery,
and the optimal portal capacity cannot be guaranteed either. The
allocated resource for each link is equal to the portal capacity
that the child node inherits from the parent node, which will be
shared by all the child node’s downstream mesh routers.

Due to the traffic aggregation property of WMNs, the central
links’ weights are always greater than those of the outside
links. Therefore, when weighted resource allocation is used,
the central links usually get more resources than outside links.
Therefore, in contention-based MC-MR WMNs, the number of
sharing links closer to the gateways is much different from the
one farther away from the gateways. For a contention-based
protocol, the channel’s capacity depends very much on the
contention probability. When the number of links sharing the
same channel is different, the actual capacity of this channel is
different. According to the result of [11], this difference can be
up to 10% ∼ 20%. If we use the nominal channel capacity as the
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resource for allocation, the central links’ allocated resource will
greatly exceed their target proportion. Eventually, the optimal-
ity will be lost. To exploit the realistic optimal portal capacity,
the first task is to find out the actual resource for allocation.

The saturation throughput of IEEE 802.11 channels has been
given out in [12]. However, this throughput cannot be used to
indicate the child nodes’ traffic rate. The saturation throughput
means the real delivery rate in IEEE 802.11 systems when each
node has packets to send all the time. The traffic rate (arrival
rate) of the senders is usually much larger than the delivery rate
in this case. We do not want to use an arrival rate that is too big
to achieve the target delivery rate under saturation because an
overstocked system is not preferred. A mapping from the arrival
rate to the delivery rate under nonsaturation is required for our
purpose.

For analysis purposes, we assume that the arrival of packets
for one mesh router is modeled as a Poisson process. The packet
delivery of a station can be modeled as a queue system, and
the medium-access-control (MAC) service time is the service
time of this M/G/1/K system when the system is nonsatu-
rated. When the arrival rate is greater than the service rate,
this system is overstocked, i.e., nonergodic. We can find the
biggest nonoverstocked arrival rate to get the knowledge of the
achievable delivery rate, which is the value used to indicate
the child nodes. The following is the procedure to get such ac-
tual channel capacity.

We denote the number of contenders in one channel as nc,
and each contender is assumed to have the same packet arrival
rate λc. According to the result of [11], the MAC service rate
μ can be acquired as the inverse of the average service time
1/E(Ts).

To make the queue system nonoverstocked, the arrival rate
should be less than the service rate

λc < μ =
1

E(Ts)
. (3)

The maximum arrival rate can be achieved when the following
equation holds: λc = (1/E(Ts)).

The maximum acceptable traffic load of this channel
can be achieved through this process. Thus, the maximum
throughput is

S = ncλc(1 − pB)
(
1 − pα+1

c

)
(4)

where pB is the packets’ dropping probability due to a finite
queue length, pc is the packet discard probability in one trans-
mission, and α + 1 is the retransmission time. The derivation
can also be found in [11].

However, when each contender has a different arrival rate,
these values may change.

We rewrite the relationship between pc and conditional trans-
mission probability τ as

pc(j) = 1 −
nc∏
i�=j

(1 − (1 − p0(i)) τi) (5)

where p0(i) is the probability that wireless station i has no
packet to transmit, which can be derived from λc(i). Mean-

while, from the Markov chain model, the conditional transmis-
sion probability can be derived as

τi =

⎧⎪⎨
⎪⎩

2(1−pc(i)
α+1)

1−pc(i)α+1+(1−pc(i))W
∑α

k=0
(2pc(i))

k , α≤m

2(1−pc(i)
α+1)

1−pc(i)α+1+pc(i)W
∑m−1

k=0
(2pc(i))

k+(1−2mpc(i)α+1)
, α>m

where m is the maximum number of the stages allowed in the
back-off procedure.

From these two equations, pc(i) can be figured out with the
input of nc and λc(i).

When λc(i) are provided, pc(i) can be figured out. The
average MAC service time for each station can also be calcu-
lated. The total throughput is the summation of each station’s
throughput, which can be derived from λc(i) and pc(i).

An extreme case of different arrival rates is that, among L
contenders, only one has intense traffic, and the others sparsely
transmit. The maximal throughput in this case approximates the
one in the case that nc is equal to 1.

This time-varying channel capacity adds more difficulty to
the centralized resource-allocation task. However, it is shown
that the unequal traffic pattern leads the maximal throughput
to approximating the value with fewer contenders. Therefore,
the equal-traffic case is reasoned to have the most conservative
channel capacity, and this value is used as the input in our
resource allocation scheme.

4) Revision of Weighted Resource Allocation: With differ-
ent numbers of contending nodes nc, the maximum arrival rate
can be acquired from the aforementioned process. We can use
factor η to indicate the actual channel capacity as ηB. Since
the number of contending nodes for same-tier links does not
greatly vary, we can assume the η for same-tier links to be the
same. The factors for different tiers can be denoted as ηI, ηII,
and ηIII for tiers 1, 2, and 3, respectively.

The derivation of each tier’s average number of contending
nodes (CI, CII, and CIII) can easily be obtained as follows:

Ci =
Mi + 1
K ωi

ωtotal

CII =
MII + Mi

K ωII
ωtotal

CIII =
MIII + MII

K ωIII
ωtotal

. (6)

Through the weighted allocation process, the allocated
resource for three tiers is ηIωI/(ηIωI + ηIIωII + ηIIIωIII),
ηIIωII/(ηIωI+ηIIωII+ηIIIωIII), and ηIIIωIII/(ηIωI+ηIIωII +
ηIIIωIII), respectively. The difference among ηI, ηII, and ηIII

means that the allocation greatly deviates from the target,
implying that the actual resource allocated to three tiers should
have the proportion of ωI, ωII, and ωIII, respectively.

The solution to correct this deviation is to use 1/ηI, 1/ηII,
and 1/ηIII to modify the weights of links for different tiers. For
example, ω′

I = ωI/ηI. Given that link i is in tier 1, the resource
allocated to it is

Ri = KBηI
ω′

i

ω′
total

= KB
ωi

ωI/ηI + ωII/ηII + ωIII/ηIII
. (7)
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The total allocated resource is then

Rtotal = KB
ωtotal

ωI/ηI + ωII/ηII + ωIII/ηIII
. (8)

Through this correction, the target proportion of allocation
can be attained.

B. Part II: Distributed Part

1) Overview: The centralized part of our solution provides a
straightforward way to optimize the portal capacity of an MC-
MR WMN. To fully fulfill this optimum value, a distributed
mechanism is needed as well. This includes not only the distrib-
uted mechanism for outside mesh routers to handle the channel
assignment and the portal capacity fulfillment but a dynamic
adjustment mechanism for each router to dynamically and fully
utilize the portal capacity as well.

There are a couple of reasons why the distributed mechanism
is preferred in addition to the centralized part. The first reason
is that a distributed scheme can fit the dynamic environment
better than a whole centralized one. For a centralized scheme,
whenever this network is changed in either topology or traffic
dynamics, an updating of the channel assignment is needed.
A distributed scheme can update the channel assignment in
response to local minor changes. The second reason is the
difficulty of frequency reuse decision in multihop scenarios. For
the centralized approach, to decide the whole frequency reuse,
it requires the center gateway to know all the knowledge of the
topology, i.e., the connectivity graph, which needs significant
overhead to collect and maintain. A distributed scheme does not
need this dependence and can cope with the frequency reuse
according to the local knowledge and real-time information.
The task of the outside mesh router reusing the frequency
resource of the links within circle D is also included in the
proposed distributed scheme.

We have already demonstrated that when the central links
have appropriately been allocated channel resources, the out-
side tiers should have enough channel resources to realize
their share of the portal capacity. Given a mesh router’s portal
capacity, the task of its distributed channel assignment is to
allocate to its children their shares of the portal capacity and
assign them channels. The distributed algorithm can bring the
network the adaptivity to possible minor local changes in traffic
and/or topology, which should not cause an update across the
whole network. The difficulties come from the acquirement of
the status information of all the channels and the coordination
of the channel assignment for neighboring mesh routers.

In addition, a dynamic mechanism is required to adjust the
channel resource among different links after each of the mesh
routers obtains its share of the portal capacity and the assigned
channels. Moreover, this adjustment can help the mesh routers
recover from the link failures and link disadvantages.

2) Distributed Channel Assignment: Even with all the links
within circle D acquiring their channel resource and fulfilling
their portal capacity, the network still needs to address the
channel allocation for outside mesh routers to gain their shares
of the portal capacity. We propose a distributed scheme for the
outside mesh routers to accomplish their portal capacity.

Fig. 4. Illustration of the CBIP.

Since the portal capacity of each mesh router is always
passed down from its parent, the distributed channel assignment
is determined to follow a top-down sequence. This means that
the outside mesh routers can execute the distributed channel
assignment only after the centralized resource allocation and
channel assignment have been completed.

The centralized resource allocation is embedded in the proce-
dure of the global channel assignment. Each mesh router waits
for its parent to allocate the share of the portal capacity and
assign the channel resource for it. A certain channel is defined
as the starting channel. Before channel assignment, all mesh
routers reside on the starting channel, waiting for the channel
assignment from their parents or the gateway.

The major difficulty for a channel-assignment scheme with
fewer radios than channels is the acquirement of the status
information of all channels. Previous works use network-
allocation-vector (NAV) knowledge collected from each of
the channels to indicate the channel usage status for mobile
ad hoc networks (MANETs) [13]. However, per-packet-based
channel assignment does not fit WMNs because of the relatively
stationary topology and relatively constant flow in the backbone
links. Instead, the channel assignment in WMNs is almost
static except that the current requirement cannot be satisfied.
Due to the aforementioned reason, the NAV knowledge is not
necessary, and a long-term indicator of the channel busyness
level is preferred in the channel selection for WMN routers. We
specify a certain duration at the beginning of every T beacons
on the starting channel as the channel busyness indicator phase
(CBIP), as shown in Fig. 4. The CBIP is divided into K parts,
where K is the number of available channels. Each mesh router
sets busy tones on the corresponding parts to signal the busy-
ness status of its operating channels, with the duration length as
the busyness level. Each mesh router chooses the most idle and
nonconflicting channel for the links to its children. The busy
tone’s length is always determined by the neighbor that senses
the busiest channel status of this channel because the result of
the addition of busy tones is the one with the longest duration.
When a mesh router senses that some channel’s busy tone is not
set, it can tell that there is no neighbor using this channel.

The indicator of the channel busyness level is determined by
the following formula:

δ =
⌈
L

Tbusy

Ttotal

⌉
(9)
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where L is the number of minislots used in the CBIP for
one channel, Tbusy denotes the busy time duration of the
given channel, and Ttotal denotes the whole time duration. The
granularity of this indicator is decided by L, which cannot be
too large. However, in a WMN, the outside mesh routers greatly
underutilize the channels because they reuse the frequency
resource in a greatly larger area with significantly less traffic
demand. Therefore, L does not need to be large. For the mesh
routers within circle D, although this indicator is not useful
because every channel is fully allocated, this mechanism is also
incorporated in the mesh routers within circle D because of the
neighborhood requirement from outside mesh routers and the
requirement for a globally uniform protocol. Consequently,
the centralized resource allocation is required to subtract this
part of the resource.

The algorithm for the distributed channel assignment can be
described as follows.

After a mesh router (three hops or farther) gets its portal
capacity and channel assignment from its parent (or the gate-
way), it calculates the portal capacity that each of its children
can get after it subtracts its own usage. It collects the busyness
status of each channel via the CBIP and decides the channel
assignment for its children afterward. For the case of more
than one radio for downlink, the mesh router spreads the portal
capacity to each available downlink radios for the convenience
of prospective dynamic adjustment. After deciding the channel
assignment or reassignment, both parent and child start to set
the busy tone for this channel.

When the neighboring mesh routers carry out the channel
assignment at the same time, it is possible that a certain channel
is assigned by a lot of mesh routers and that other channels
are spared. In our algorithm, each mesh router waits for all
the higher tier routers to finish their channel assignment before
it starts its own. Among the mesh routers with the same tier
number, the mesh router carrying the largest weight starts first.

The overhead of this mechanism is the CBIP and one extra
radio for the busy tone in the starting channel.

3) Dynamic Adjustment Mechanism: The dynamic adjust-
ment mechanism handles two types of changes: infrastructure-
involved change and non-infrastructure-involved change.

If a mesh router’s share of the portal capacity cannot be used
up, its parent can let its siblings share this unused resource.
Within circle D, the unused portal capacity can only be shared
by links using the same channel because the channel resource
is already fully allocated. Outside mesh routers have no such
limit as long as they have vacant channel resource to fulfill the
unused portal capacity.

This resource usage change is temporarily caused by traffic
imbalance. This type of change has no impact on the rela-
tionship among mesh routers and is thereby defined as non-
infrastructure-involved change. It also includes the case that a
mesh router changes to another channel while keeping its share
of the portal capacity. The triggering condition of this change
can be a link disadvantage caused by the hidden-terminal
problem or poor link quality due to frequency-selective fading
and interference.

We can show that with only non-infrastructure-involved
changes, the optimality of the current assignment is not

changed, assuming that all the link statuses are identical. The
proof is straightforward and is given as follows: As long
as there is unused portal capacity due to some underutilized
links, it can be used up by other overutilized links. Therefore,
the optimum portal capacity will not lead to underutilization
unless the total traffic demand is below the aggregate portal
capacity.

A mesh router can monitor other mesh routers of higher tiers.
It can change its parent when its portal capacity cannot be
fulfilled via the current parent and there is an alternate parent
who can provide a certain better share of the portal capacity.
This change involves a change in the relationship of parent and
child. It belongs to the infrastructure-involved change. The case
of a new router joining the system and the case of a router
detaching from its parent are also included in this type. The
dynamic adjustment for infrastructure-involved change makes
the system self-recoverable and might cause some unfairness
in return. However, unfairness is the price for the robustness.
Another global channel assignment can regain the fairness of
the system.

For the sake of dynamic adjustment, a mesh router should
broadcast its portal capacity and current usage ratio. A mesh
router is also required to broadcast its tier number and weight
and the number of downstream mesh routers.

4) Infrastructure Formation: When the system is being ini-
tialized, all the mesh routers carry out the association with the
gateway on the starting channel. Each mesh router has a counter
recording the number of downstream mesh routers and uses
this counter as the initial weight to get the share of the portal
capacity. In this initializing phase, each mesh router listens to
the neighbors’ broadcasting messages and finds the neighbor
with the fewest hop counts to the gateway and the strongest
signal strength as its parent. This way, the initial tree is formed.
This tree structure can dynamically be adapted to link failures
or load imbalance. The centralized resource allocation is always
based on the WMN’s current tree structure.

C. Part III: Support of Multigateway

In this paper, we only give a simple discussion of multigate-
way support with our solution.

Unlike other centralized approaches, our solution requires
centralized resource allocation and channel assignment within
circle D. Due to the smaller centralized area, supporting mul-
tiple gateways within one WMN becomes possible with our
solution. When there are several gateways in the field, as long
as the circle D of each router is not overlapped, the links
inside each circle can achieve their portal capacity from the
gateways, and the links outside can acquire their portal capacity
from any gateway in a distributed manner. To guarantee that
the channel assignment of each circle do not interfere with
each other, the separation distance between each circle should
be at least two hops away. Although there are more issues
to be considered when applying our solution to multigateway
WMNs, our solution provides a good option that many previous
works do not support at all.

With multiple gateways connected to the Internet, a WMN
can provide a bigger portal capacity and a larger coverage area.
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Fig. 5. Comparison of the portal capacity among three schemes. CW (our
solution), SC (single channel), and RM (randomly choosing multichannel).

V. PERFORMANCE EVALUATION

Previous works have not proposed concepts similar to portal
capacity; therefore, no knowledge is provided about how much
channel resource can be transferred to the portal capacity in
WMNs. In this paper, we propose a feasible solution leading
to the optimum portal capacity. Since there is no previous
result similar to the portal capacity, we use two simple schemes
based on the current IEEE 802.11 standards for comparison.
The first scheme for comparison is a distributed single-channel
scheme (SC). With this scheme, each node in the system fairly
contends for the total channel resource. The second scheme
for comparison is a distributed multichannel scheme (RM),
in which each node randomly picks a channel and contends
for transmission. Using C program, we implement our pro-
posed centralized algorithm of weighted resource allocation
and channel assignment (CW) to compare its the portal capacity
performance with that of these two schemes, i.e., SC and RM.
For the purpose of comparison, all three schemes are applied
to topologies limited in circle D. We also assume that there is
no frequency reuse in all three schemes and that there is no
geographical disadvantage among all links. For both compared
schemes, i.e., SC and RM, the portal capacity comes from the
aggregation of the maximum throughput over the last-hop links.
In both distributed schemes, since each node contends for the
channel resource without considering the portal capacity share
of its downstream nodes, the fairness has no guarantee. Thus, a
fairness metric is included in the simulation as well.

This simulation sets K, which is the number of available
channels, to 12 for our solution and the distributed multichannel
scheme, i.e., ηI, ηII, and ηIII, to 1.0, 0.8, and 0.6, respectively.
The channel bandwidth B is ignored in the simulation since it is
a constant. Therefore, the allocated resource and portal capacity
can be quantified by values ranging from 0 to 12. We compare
the value of the realized portal capacity among our centralized
weighted allocation approach (CW) and the compared schemes
SC and RM.

Fig. 5 shows that in the SC case, only a small proportion of
the total channel resource is transferred to the portal capacity
or end-to-end throughput. The RM scheme can get better per-

Fig. 6. Portal capacity with frequency reuse.

formance. With the channel-assignment overhead ignored, the
gain of RM is roughly the same as K, which is still relatively
low. Our solution (CW) can transfer about one third of the total
resource to the portal capacity, which is roughly 200% more
than that of RM.

As aforementioned, each mesh router is designed to be able
to deliver the same amount traffic to the gateways generated
by itself. If each link does not acquire the allocated resource
according to the target proportion of the weight, the portal
capacity cannot fairly be shared by all mesh routers. Therefore,
we use Xi, which is the ratio between the allocated resource
and the corresponding weight, to calculate the fairness index

ζ =
(
∑

Xi)2

n ·
∑

(Xi)2
. (10)

If the resource allocated to each link matches the corresponding
weight, with the existence of admission control and message
exchange between mesh routers, the fair share of the portal
capacity can easily be reached. With the proper setting of the
weight for each link, our solution achieves the best fairness, as
shown in Fig. 5.

If the three schemes are applied to larger topologies, due to
less planned resource allocation, SC and RM will perform much
more poorly than our solution.

The second part of our simulation is focused on the fre-
quency reuse issue. Frequency reuse can bring more actual
channel resources and improved portal capacity. This part of
the simulation shows the portal capacity improvement owed
to frequency reuse in our solution. In our solution, centralized
resource allocation only considers frequency reuse within circle
D because outside mesh routers can reuse the resource inside
the circle. Therefore, frequency reuse inside circle D deter-
mines the optimum frequency reuse of the whole system, which
can easily be figured out through field measurements.

We test the portal capacity with ideal frequency reuse using
our algorithm under the scenarios of different numbers of out-
side mesh routers. For comparison, the portal capacity without
frequency reuse is also provided.



HUANG et al.: EXPLOITING THE CAPACITY OF MULTICHANNEL MULTIRADIO WIRELESS MESH NETWORKS 5047

Fig. 6 shows the portal capacity improvement using ideal
frequency reuse. From the first part of Fig. 6, we can see a
significant increase (roughly 40%) of the proportion of the
portal capacity, which means the ratio of the real portal capacity
and the real allocated channel resource, not including the over-
head and the unallocated channel resource. When the number
of outside mesh routers changes, there is a slight decrease in
both the portal capacity proportion and the real portal capacity.
The reason is that, when the number of mesh routers increases,
the weights of second- and third-tier links increase. Therefore,
more channel resources will suffer from a smaller η.

VI. CONCLUSION

This paper has attempted to investigate the capability that
a WMN provides its mesh clients to deliver/receive packets
across the gateways. This capability can be quantified by
the defined portal capacity with a certain fairness constraint.
By formulating and simplifying the target problem, we have
proposed a new solution to exploiting the portal capacity of
WMNs. The centralized part of the solution provides the op-
timality of the portal capacity. The distributed part maintains
this optimality when the system has local minor changes, and
it brings robustness to the system as well. In addition, this
solution makes the support of multigateway possible, which can
significantly improve system capacity.

REFERENCES

[1] I. Akyildiz, X. Wang, and W. Wang, “Wireless mesh networks: A survey,”
Comput. Netw., vol. 47, no. 4, pp. 445–487, Mar. 2005.

[2] H. Jiang, P. Wang, W. Zhuang, and X. Shen, “An interference aware
distributed resource management scheme for CDMA-based wireless mesh
backbone,” IEEE Trans. Wireless Commun., vol. 6, no. 12, pp. 4558–4567,
Dec. 2007.

[3] P. Kyasanur and N. H. Vaidya, “Capacity of multi-channel wireless net-
works: Impact of number of channels and interfaces,” in Proc. Mobicom,
Cologne, Germany, Aug. 2005, pp. 43–57.

[4] A. H. M. Rad and V. W. S. Wong, “Joint channel allocation, interface
assignment and MAC design for multi-channel wireless mesh networks,”
in Proc. Infocom, Anchorage, AK, May 2007, pp. 1469–1477.

[5] M. Alicherry, R. Bhatia, and L. Li, “Joint channel assignment and routing
for throughput optimization in multi-radio wireless mesh networks,” in
Proc. Mobicom, Cologne, Germany, Aug. 2005, pp. 58–72.

[6] M. Kodialam and T. Nandagopal, “Characterizing the capacity region in
multi-radio multi-channel wireless mesh networks,” in Proc. Mobicom,
Cologne, Germany, Aug. 2005, pp. 73–87.

[7] K. N. Ramachandran, E. M. Belding, K. C. Almeroth, and
M. M. Buddhikot, “Interference-aware channel assignment in multi-
radio wireless mesh networks,” in Proc. Infocom, Barcelona, Spain,
Apr. 2006, pp. 1–12.

[8] A. Raniwala and T. Chiueh, “Architecture and algorithms for an IEEE
802.11-based multi-channel wireless mesh network,” in Proc. Infocom,
Miami, FL, Mar. 2005, pp. 2223–2234.

[9] K. Xing, X. Cheng, L. Ma, and Q. Liang, “Superimposed code based chan-
nel assignment in multi-radio multi-channel wireless mesh networks,” in
Proc. Mobicom, Montreal, QC, Canada, Sep. 2007, pp. 15–26.

[10] W. Tam and Y. Tseng, “Joint multi-channel link layer and multi-path
routing design for wireless mesh networks,” in Proc. Infocom, Anchorage,
AK, May 2007, pp. 2081–2089.

[11] H. Zhai, Y. Kwon, and Y. Fang, “Performance analysis of IEEE 802.11
MAC protocols in wireless LANs,” Wireless Commun. Mobile Comput.,
vol. 4, no. 8, pp. 917–931, Nov. 2004.

[12] G. Bianchi, “Performance analysis of the IEEE 802.11 distributed coordi-
nation function,” IEEE J. Sel. Areas Commun., vol. 18, no. 3, pp. 535–547,
Mar. 2000.

[13] S. Wu, C. Lin, Y. Tseng, and J. Sheul, “A new multi-channel MAC
protocol with on-demand channel assignment for multi-hop mobile ad hoc
networks,” in Proc. ISPAN, Washington, DC, Dec. 2000, pp. 232–237.

Rongsheng Huang (S’07) received the B.S. and
M.S. degrees in electrical engineering from Xi’an
Jiaotong University, Xi’an, China, in 1996 and 1999,
respectively. He is currently working toward the
Ph.D. degree with the Department of Electrical
and Computer Engineering, University of Florida,
Gainesville.

From 1999 to 2001, he was with Huawei Tech-
nologies Co. Ltd. as an R&D Engineer on GPRS
and 3G projects. From 2002 to 2005, he was with
UTStarcom Research Center, Shenzhen, China, as a

Senior Engineer and Team Leader on 3G projects. His research interests are
in the area of media access control, protocol, and architecture for wireless
networks.

Sunmyeng Kim received the B.S., M.S., and Ph.D.
degrees from Ajou University, Korea, in 2000,
2002, and 2006, respectively, all in information and
communication.

He was a Postdoctoral Researcher with the De-
partment of Electrical and Computer Engineering,
University of Florida, Gainesville, from May 2006
to February 2008. He then joined the School of
Computer and Software Engineering, Kumoh Na-
tional Institute of Technology, Gumi, Korea, as a full-
time lecturer in March 2008. His research interests

include resource management, wireless LANs and PANs, wireless mesh net-
works, and quality-of-service enhancement.

Chi Zhang (S’06) received the B.E. and M.E. de-
grees in electrical engineering from Huazhong Uni-
versity of Science and Technology, Wuhan, China, in
1999 and 2002, respectively. He is currently working
toward the Ph.D. degree with the Department of
Electrical and Computer Engineering. University of
Florida, Gainesville.

His research interests are network and distributed
system security, wireless networking, and mobile
computing, with emphasis on mobile ad hoc net-
works, wireless sensor networks, wireless mesh net-

works, and heterogeneous wired/wireless networks.

Yuguang Fang (S’92–M’93–SM’99–F’08) received
the Ph.D. degree in systems engineering from Case
Western Reserve University, Cleveland, OH, in 1994
and the Ph.D. degree in electrical engineering from
Boston University, Boston, MA, in 1997.

He was an Assistant Professor with the Depart-
ment of Electrical and Computer Engineering, New
Jersey Institute of Technology, Newark, from July
1998 to May 2000. He then joined the Department
of Electrical and Computer Engineering, University
of Florida, Gainesville, in May 2000 as an Assis-

tant Professor, got an early promotion to Associate Professor with tenure in
August 2003 and to Full Professor in August 2005. He held a University of
Florida Research Foundation Professorship from 2006 to 2009 and is holding
a Changjiang Scholar Chair Professorship from 2008 to 2011 with Xidian
University, Xi’an, China. He has published more than 250 papers in refereed
professional journals and conferences.

Dr. Fang is the Editor-in-Chief of IEEE WIRELESS COMMUNICATIONS and
serves/has served on several editorial boards of technical journals, including
the IEEE TRANSACTIONS ON MOBILE COMPUTING, IEEE TRANSACTIONS

ON COMMUNICATIONS, IEEE TRANSACTIONS ON WIRELESS

COMMUNICATIONS, IEEE WIRELESS COMMUNICATIONS, and ACM Wireless
Networks. He has also been actively participating in professional conference
organizations, such as serving as the Technical Program Vice Chair for the IEEE
Conference on Computer Communications (INFOCOM) 2005, the Technical
Program Symposium Cochair for the IEEE Global Telecommunications
Conference 2004, and a Technical Program Committee Member for the IEEE
INFOCOM (1998, 2000, and 2003–2009), ACM International Symposium on
Mobile Ad Hoc Networking and Computing (2008–2009), and ACM Interna-
tional Conference on Mobile Computing and Networking (2001). He was the
recipient of the National Science Foundation Faculty Early Career Award in
2001 and the Office of Naval Research Young Investigator Award in 2002.



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles false
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues false
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e9ad88d2891cf76845370524d53705237300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc9ad854c18cea76845370524d5370523786557406300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA <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>
    /JPN <FEFF9ad854c18cea306a30d730ea30d730ec30b951fa529b7528002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e305930023053306e8a2d5b9a306b306f30d530a930f330c8306e57cb30818fbc307f304c5fc59808306730593002>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020ace0d488c9c80020c2dcd5d80020c778c1c4c5d00020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken die zijn geoptimaliseerd voor prepress-afdrukken van hoge kwaliteit. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f0070007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740065007200200073006f006d00200065007200200062006500730074002000650067006e0065007400200066006f00720020006600f80072007400720079006b006b0073007500740073006b00720069006600740020006100760020006800f800790020006b00760061006c0069007400650074002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e00650073002000690020004100630072006f00620061007400200065006c006c00650072002000410064006f00620065002000520065006100640065007200200035002e003000200065006c006c00650072002000730065006e006500720065002e>
    /PTB <FEFF005500740069006c0069007a006500200065007300730061007300200063006f006e00660069006700750072006100e700f50065007300200064006500200066006f0072006d00610020006100200063007200690061007200200064006f00630075006d0065006e0074006f0073002000410064006f0062006500200050004400460020006d00610069007300200061006400650071007500610064006f00730020007000610072006100200070007200e9002d0069006d0070007200650073007300f50065007300200064006500200061006c007400610020007100750061006c00690064006100640065002e0020004f007300200064006f00630075006d0065006e0074006f00730020005000440046002000630072006900610064006f007300200070006f00640065006d0020007300650072002000610062006500720074006f007300200063006f006d0020006f0020004100630072006f006200610074002000650020006f002000410064006f00620065002000520065006100640065007200200035002e0030002000650020007600650072007300f50065007300200070006f00730074006500720069006f007200650073002e>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents best suited for high-quality prepress printing.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /ConvertToCMYK
      /DestinationProfileName ()
      /DestinationProfileSelector /DocumentCMYK
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure false
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles false
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /DocumentCMYK
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /UseDocumentProfile
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


