
ocial Network Sites (SNSs) such as Facebook™ and
Linkedin™ have transformed today’s society by pro-
viding easily accessible platforms for users to con-
nect, communicate, and share vast amount of

information. With SNSs, people keep in touch with their con-
tacts, reconnect with old acquaintances, and establish new
relationships with others based on shared features such as
hobbies, interests, and overlapping friendship [1]. The popula-
tion of SNS users and the number of SNSs have been growing
rapidly. For example, Facebook™ is estimated to have over
one billion active users [2]. Although it is hard to obtain an
accurate estimate, there are thousands of SNSs all over the
world that provide different kinds of services.

As a result, a user may register with multiple SNSs for dif-
ferent social network applications, carry multiple SNS
accounts, interact with contacts from different SNSs, publish
and access different web contents, and share contents within
each SNS community. While SNSs offer different services,
one key feature shared among SNSs is how they are built
around users and users’ existing social networks [3, 4]. Yet
each SNS is isolated, so users manage their profiles and build
relationship separately on different SNSs. The content for the
same user in different SNSs may overlap, so it becomes a bur-
den for users to manage contents across different SNSs. This
is the landscape of heterogeneous SNSs.

With growing influence and complexity of SNSs, researchers
have been developing methods to connect users and aggregat-
ing data across SNSs so that each SNS no longer stands alone.
For example, the study in [5] summarizes how social networks
connect services allow users to leverage their information on
multiple SNSs, from using single ID to access multiple SNS

accounts to publish contents simultaneously on multiple SNSs.
However, the aggregation of social relationship data has not
been well studied, which motivates this article. Here, we pro-
pose a system architecture to integrate heterogeneous SNSs
and investigate a model to characterize the social relation-
ships among a large number of users across heterogeneous
SNSs.

To be more specific, we offer the following example. Imag-
ine that within an SNS, user b is in user a’s friend list. We say
that there is a directional social link denoted by “a  b” from
user a to user b. Building with these directional links, users in
an SNS form a social graph [6]. When there exists a social
path between two users in an SNS, we say that there is a
“relationship” between these two users, and more precisely,
from the source to the destination. We say that there is a
“global relationship” from user a and user b if there is a social
path from a to b over heterogeneous SNSs. These are basic
notations that are used and elaborated in our model. By iden-
tifying “global relationship” among users over heterogeneous
SNSs, this article opens the possibility for users from different
SNSs to interconnect their various networks, resulting in an
integrated network of interconnected heterogeneous SNSs,
which enable users to communicate with a larger community
of users. A comprehensive study of this integrated SNS land-
scape can help SNS developers design user-centric SNS appli-
cations with more features [3].

In this article, we first propose a peer-to-peer (P2P) net-
work, namely P2P-iSN, to integrate heterogeneous SNSs and
establish global relationships over the integrated SNSs. As
shown in Fig. 1, P2P-iSN consists of two kinds of nodes: peer
nodes and index peer nodes.

S

56 IEEE Network • January/February 2014

Abstract
The unprecedented growth and influence of Social Network Sites (SNSs) have
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A peer node is installed on an end-
device (e.g., PDA or desktop) for a user to
access SNSs, and its main functionality is
to integrate heterogeneous SNSs. The user
of a peer node may register to one or more
SNSs on his end-device, and possibly login
to one or more SNSs at the same time. To
associate these different accounts of the
same user from heterogeneous SNSs, a
unique user ID may be required. The con-
cept known as OpenID1 in [7] can serve
this purpose although any other uniquely
identifiable ID can be used. A unique user
ID can be some kind of authenticated
information like user’s cell phone number
or verifiable email address. The index peer
node is responsible for maintaining the sta-
tus (i.e., online or off-line) and the routing
information (i.e., IP address) of each peer
node. Here is the sketch of the operations
over P2P-iSN. When a peer node is turned
on, it reports to the index peer node the
online status, which consists of its ID and
IP address of the peer node. Upon receiv-
ing the online status, the index peer node
updates the online status for the peer node.
If a user a of the peer node na and a user
b of the peer node nb are on each other’s
friend list in a SNS, and na and nb are turned on, these two
online peer nodes can communicate with each other by using
the corresponding IP addresses queried from the index peer
node. The peer nodes can establish social paths among users
from different SNSs and build the so-defined “global relation-
ship.” We describe the details of P2P-iSN later.

With the peer-to-peer network architecture, P2P-iSN allows
users from heterogeneous SNSs to communicate without
involving any specific SNS, and the integration is independent
of any specific SNS. In other words, the integration does not
incur overhead to the SNSs. By applying P2P-iSN, we develop a
Global Relationship Model to assess the strength of the global
relationship between two users from heterogeneous SNSs.
Based on the global relationship model, we propose a searching
mechanism, namely i-Search, to find the social path between
two users from heterogeneous SNSs. We also develop an ana-
lytical model to evaluate the performance of the i-Search mech-
anism in terms of the “path found” probability and conduct
extensive simulation studies to validate our analytical results.

The rest of the article is organized as follows. We describe
the design and implementation of P2P-iSN. We propose the
global relationship model and the corresponding searching
mechanism, the i-Search, to identify the global relationship
between two users in the heterogeneous SNSs. We develop an
analytical model and conduct simulations to study the perfor-
mance of P2P-iSN. We then conclude this article.

P2P-iSN
In this section, we propose a peer-to-peer architecture, name-
ly P2P-iSN, to integrate heterogeneous SNSs. P2P-iSN con-
sists of two kinds of nodes: peer nodes and index peer nodes.

The main functionality of a peer node is to integrate the het-
erogeneous SNSs through the Friend List maintenance (to be
elaborated later). Peer nodes communicate with each other
directly and form a peer-to-peer network. An index peer node
maintains the status and the IP address of the peer node. The
design and implementation of two kinds of nodes are
described in the following subsections.

Peer Nodes
A peer node is installed on an end device (e.g., PDA or desk-
top) used by a user to access an SNS. A user may register to
one or more SNSs on his end device, and login to one or
more SNSs at the same time. Because a user may use differ-
ent IDs in different SNSs, to associate these different accounts
of a user, a unique user ID is required. This concept is similar
to OpenID in [7]. The unique user ID can be a user’s cell
phone number or email address, which can be used to unique-
ly identify this user. In this article, we use the cell phone num-
ber as an example for the unique ID. The phone book in a
peer node (e.g., Jenny’s end device) is used as the base to
integrate heterogeneous SNSs. Take Fig. 2a as an example.
Jenny has a friend John with phone number “0910456.”

A database, friend list, is maintained to store the informa-
tion about a user’s friends. Figure 2b shows the format of a
friend list. The friend list consists of three kinds of informa-
tion: personal information, social network information, and
address information.

Personal information field stores the IDs of the user’s
friends, including the ID in SNS, phone number, and email
address. In different SNSs, users may use different IDs. As
shown in Fig. 2b, for example, Jenny’s friend, John, uses the
ID, “John_f”, on Facebook™ and use the ID, “John_t”, on
Twitter™). The phone number associates the entry in the
phone book with the entry in the friend list. An entry in the
phone book may be mapped to multiple entries in the friend
list.

Social Network Information field consists of four subfields,
including SN Type, T Value, Timestamp, and Online. The SN
Type indicates which SNS the friend has registered. For exam-
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Figure 1. System architecture of the proposed P2P-iSN.
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1 OpenID is a protocol that authenticates a user’s digital identity. A user
could register on any one of the Identity Providers, which are websites that
handle user authentication, such as Facebook™, Google™ and MyS-
pace™, etc. Once the register describes the identity of the user, the user,
carrying the same ID, can browse all websites that support OpenID.
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ple, in Fig. 2b, Jenny’s friend, John, registered to Facebook™
using ID “John_f.” The T Value stores the result calculated
by using Eq. 1 in the global relationship model that will be
elaborated later, indicating the frequency that a user performs
some kind of social activities on his friend (e.g., Jenny posts a
comment, click a “Like”, or send a message on John’s wall in
Facebook™). For example, in (1) in Fig. 2b, the T Value for
Jenny  John on Facebook™ is 0.9. The Timestamp field
stores the time when the T Value was calculated. The Online
indicates that whether the friend is on the SNS now or not
and when John logins to the Facebook™ last time. If the value
of Online is “On” (“Off”), the time is when John logins
(logouts) Facebook™. For example, in Fig. 2b,
“On_12’0215_1430” implies that John_f logins Facebook™ at
14:00 on Feb. 15, 2012, and is now on Facebook™.

Address Information field stores the IP address and the
port number of the friend’s end-device. This information is
valid when the peer node of the friend is turned on.

Figure 3 (1) shows the software architecture of a peer
node. A peer node consists of five classes and a function,
PeerAgent (Fig. 3 (1.5)), FeedRequestListener (Fig. 3 (1.1)),
SampleAuthListener} (Fig. 3 (1.2)), CreateFriendListListener
(Fig. 3 (1.3)), BackgroundService (Fig. 3 (1.10)), and a Phone
Book API (Fig. 3 (1.9)). The details for the five classes are
given below:

The FeedRequestListener class (Fig. 3 (1.1)) is responsible

for getting the status of a user’s social activities on SNS by
invoking the API, mAsyncRunner.request(“me/feed”, new
FeedRequestListener()) (Fig. 3 (3.3)), provided by the SNS
(e.g., Facebook Graph API [8]).

The SampleAuthListener class (Fig. 3 (1.2)) is responsible
for authenticating a user when he turns on the peer node and
login an SNS. The SampleAuthListener class is implemented
by using the API SessionEvents.addAuthListener(new Sam-
pleAuthListener()) (Fig. 3 (3.1)) provided by the SNS.

The CreateFriendListener class (Fig. 3 (1.3)) is responsible
for obtaining the IDs of a user’s friends in an SNS by invoking
the API, mAsyncRunner.request(“me/friends”, new Create-
FriendListListener()) (Fig. 3 (3.2)), and maintaining the user’s
friend list.

The BackgroundService class (Fig. 3 (1.10)) is responsible
for the message exchange between two peer nodes and
between a peer node and an index peer node. The class pro-
vides the communication channel among peer nodes for the
i-Search mechanism. To be more specific, a peer node uses
this class to request another peer node to execute the
iSearch mechanism to be elaboratedlater. The peer node
uses this class to inform his online status to the index peer
node.

The PeerAgent is the main class (Fig. 3 (1.5)). There are
three functions defined in PeerAgent including the
Update_Tvalue() function (Fig. 3 (1.6)), the
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Figure 2. An example of friend list: a) Jenny’s phone book; b) Jenny’s friend list.
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Figure 3. Software architecture of a P2P-iSN.
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Update_FriendList() function (Fig.
3 (1.7)), and the Relationship_Find-
ing() function (Fig. 3 (1.8)). The
Update_Tvalue() function and the
Update_FriendList() function are
used to respectively update the T
Value and Online field in the friend
list. The Relationship_Finding()
function implements the iSearch
mechanism to identify the direc-
tional social path between two
users.

The Phone Book API is used to
fetch a user’s phone book friends.
Several smart phone operating sys-
tem provides such an API, for
example, Android API [9]. It is exe-
cuted in the login procedure and
will be elaborated later. By using the phone number, we can
identify two or more accounts of the same user to integrate
different SNSs.

Index Peer Node
An index peer node is a database that maintains the GlobalID
list with the format as shown in Fig. 4. For each online peer
node, an entry is created in the GlobalID List for the peer
node. Similar to the Friend List, the GlobalID List consists of
three kinds of information: Personal Information, Social Net-
work Information, and Address Information for an online
user.

The Personal information field stores the IDs of a user,
including the ID in SNS used by the user to login an SNS,
phone number, and email address. Note that a user may turn
on a peer node by logining into one or more SNSs concur-
rently, there may be one or more SNS IDs for the same user
(i.e., multiple entries for the same user exist in the GlobalID
List). These multiple entries are linked using the same phone
number (or email address) of the user. Note that in our
implementation, we may select only one of the IDs for a user
to be stored in the index peer node (e.g., the user’s phone
number) so that the IDs for a user can be kept unknown to
the index node.

The Social Network Information field stores the SNS Type
indicating which SNS the user logins currently (i.e., online).

The Address Information field stores the IP address and
the port number of the peer node turned on by the user. This
information is valid when the peer node is turned on.

Figure 3 (2) shows the software architecture of the index
peer node. There are one main class IndexPeerAgent (Fig. 3
(2.1)) and a database GlobalID List (Fig. 3 (2.5)). In the main
class IndexPeerAgent (Fig. 3 (2.1)), the receiveSocket.receive()
function (Fig. 3 (2.3)) is executed to receive the message sent
from a peer node. Upon receiving a message, the receivePack-
et.getData() function (Fig. 3 (2.2)) is invoked to get the infor-
mation carried in this message. The receiveSocket.send()
function (Fig. 3 (2.4)) is responsible for sending the response
message to a peer node.

Turning on A Peer Node
This section describes the execution of a peer node. When a
user turns on the peer node on his end device, the Login pro-
cedure is executed. Figure 5 illustrates the message flow for
the Login procedure with the following steps:
Step 1. When a user turns on the peer node, a SampleAuth-

Listener class is created, and the SessionEvents.addAuth-
Listener(new SampleAuthListener()) function is exercised
to authenticate the user in an SNS.

Step 2. f the authentication is successful, the SNS responds
with the user SNS ID in the return of the
SessionEvents.addAuthListener() function.

Step 3. The peer node creates a BackgroundService class to
send a message (i.e., the User_Online_Message message)
carrying the user’s ID, Phone No., Email, IP address, port
number, and SN Type, to the index peer node. The index
peer node creates an entry for the user in the global ID list.

Steps 4 and 5. The peer node creates a CreateFriendLis-
tener class (i.e., the FriendList_Request and
FriendList_Response message pair) to get the IDs of the
user’s friends from the SNSs, and creates an entry for each
friend in the Friend List.

Steps 6 and 7. The peer node uses the BackgroundService
class to send a message (i.e., the
Friends_OnlineStatus_Request and Friends_OnlineSta-
tus_Response message pair) to the index peer node to
query the online friends of the user.

Steps 8 and 9. The peer node creates a FeedRequestLis-
tener class to collect the social activity information to calcu-
late the T value from the SNS by exchanging the T
Value_Parameter_Request and the T
Value_Parameter_Response message pair.

The Global Relationship Model
In this section, based on P2P-iSN, we propose the Global
Relationship Model to identify the global relationship between
two users across heterogeneous SNSs. We first propose a tool
to measure the global relationship strength between any two
users across heterogeneous SNSs. Then we propose an i-
Search mechanism to find a meaningful directional social path
between two peer nodes in P2P-iSN.

The Strength of Global Relationship
Before we actually search for users’ global relationships, we
need a tool to measure the relationship strength between any
two users across heterogeneous SNSs. We modify the decay
function defined in classical sociology on network relations
[10, 11] to come up with more precise measurements on glob-
al relationship strength in heterogeneous SNSs.

A directional social link a  b is associated with frequency,
which is denoted by f(a, b), to capture how often a user a
performs some kind of social activities with user b (e.g., a
posts a comment on b’s wall, click a “Like”, send a message,
or makes a call to b). Consider there are C kinds of social
activities. For 1 ≤ i ≤ C, let l i denote the frequency that a
user a performs the ith kind of activity with user b. We define
f(a, b) by
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Figure 4. An example of GlobalID list.
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where wi is the weight for the ith kind of activity, 0 ≤ wi ≤ 1
for 1 ≤ i ≤ C, and SC

i=1 wi = 1. Note that in Eq. 1, the weight
wi is a fine-tuning tool to reflect different degrees of interac-
tions in a relationship. For example, while clicking a “Like”
often carries a more casual connotation, sending an email
message implies stronger intention to communicate with
another user, so we can use a larger wi to the latter kind of
social activity. As for li, it can be obtained from the measure-
ment in an SNS for a given time period (e.g., per month or
per day). In the directional social link a  b, a larger f(a, b)
value implies that user a pays more attention to user b. For
example, assume there is only one kind of social activity (i.e.,
w1 = 1), comment posting. If a user a posts five comments on
average per day on b’s wall in the SNS (i.e., l1 = 5/day), then
f(a, b) = w1l1= 5/day. We use a threshold q to bound f(a, b).
In other words, if f(a, b) ≥ q, we say that user a has enough
attention on user b.

We say that an interaction factor exists between user a and
user b if a  b and b  a exist, and the value F(a, b) for an
interaction factor is defined by

A larger F(a, b) means more interactions between user a and
user b, and from Eq. 2, we have 0 ≥ F(a, b) ≤ 1 and F(a, b) =
F(b, a).

Consider a social graph formed by heterogeneous SNSs.
For example, in Fig. 6, there are two SNSs in a social graph.
Suppose that a directional social path exists from user u1 (in
the SNS, S1) to user uL + 1 (in the SNS, S2) through users,

u2, u3, ◊◊◊, uL, where at least one of the L + 1 users is
a peer node. Denote the directional social path as a
set of links, “P = {u1  u2, u2  u3, ◊◊◊, uL–1  uL,
uL  uL+1}.” This directional social path consists of
L directional links (i.e., the distance between u1 and
uL+1 is |P| = L). To convey this directional social
path, we say that a global relationship exists between
u1 and uL+1. We propose a function Z(P) to measure
the strength of the global relationship between u1 and
uL+1, which is defined by

From Eq. 2, we have 0 ≤ F(ui, ui+1) ≤ 1 and F(ui+1,
ui) = F(ui, ui+1) for 1 ≤ i ≤ L. Then 0 ≤ Z(P) ≤ 1.
Furthermore, for the reverse directional path P¢ of P
(i.e., P¢ = {uL+1  uL, ◊ ◊ ◊ , u3  u2, u2  u1), we
have Z(P¢) = Z(P). A larger Z(P) implies stronger
global relationship. The strength Z(P) is a powerful
tool that can provide more precise friend recommen-
dation and trust/reputation metrics, and also serve as
a basis for content sharing across SNSs, just to name
a few.

Once we can characterize the global relationship
strength between any two users, we can then search
for a directional social path from user a and user b.

In this article, based on the Z(◊) function, we propose the i-
Search mechanism in the next section for social path search-
ing in the P2P-iSN network, which is also considered as one of
our major contributions in this article.

The i-Search Mechanism
In this section, we propose an i-Search mechanism to find a
directional social path between two peer nodes in P2P-iSN.
Although searching in a social graph has been studied in the
previous works [12], most of these studies are centralized in
the sense that a social graph is well maintained at a central
node. Fewer studies have addressed distributed search over a
P2P social network, which is the main focus of this article.

The i-Search mechanism is similar to the flooding search
that has been widely adopted in communications networks
(e.g., [13]). The i-Search mechanism establishes social paths
link by link. When a link is added into a path, global relation-
ship strength is calculated for the new path using the Z(◊)
function in Eq. 3. If the global relationship strength for the
new path is below a threshold D, the social path search stops.
Note that D is used to guarantee that the global relationship
strength for the constructed path is strong enough so that
users are motivated to use the global social relationship for
further SNS applications.

The past social network research findings in the sociology
[11] indicated that F(a, b) = 0.5. However this may not be
true anymore for online social networks. In online social net-
works, F(a, b) would be much high than 0.5. In this study, for
demonstration purpose, we set up D based on the research
findings in the sociology (i.e., the interaction factor for link a
 b is F(a, b) = 0.5). If we consider a path P with length |P|
= 4, then using the Z(◊) function in Eq. 3, the global relation-
ship strength for the path is Z(P) = 0.54 = 0.0625, which is
considered very weak relationship. Therefore, in the perfor-
mance study later, we set D = 0.53 = 0.125.
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Figure 5. The message flow for the login procedure.
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In other words, it is likely that
the social path (searched by the i-
Search mechanism) has path length
no larger than 3. As mentioned in
[14], with path length no larger than
3, the flooding search is considered
with low complexity. This is the
main reason why we use the flood-
ing search. In fact, as long as the
interaction factor for link a  b is
F(a, b) ≤ b < 1, the global relation-
ship strength will be exponentially
decreasing, and hence the flood search should have low com-
plexity.

Details of the i-Search mechanism are given below: The
index peer node maintains the online status (including the ID
and IP address of the peer node) for the online peer nodes. A
friend list is maintained in the peer node, which stores the
online information for all friends of the peer node. To simpli-
fy our description, we use “the friend b of a peer node a” to
imply that the social link a  b exists.

When a peer node is turned on, it reports its online sta-
tus to the index peer node, and receives the latest online
status for his friends from the index peer node. With the
latest online information, the peer node can determine
whether his friend is online (i.e., a peer node is turned
on). A online peer node can communicate with his online
friends directly. We run a recursive algorithm, iSearch, in
the peer node (Algorithm 1). In this algorithm, the set G
is the friend list of a peer node. The input parameter s
stores the ID of the peer node who calls Algorithm 1, and
r is the ID of the peer node to be searched. Initially, we
set P  .

Consider the scenario where the peer node a searches for
the peer node d. A user a can “request” his friend b to exe-
cute the iSearch algorithm (i.e., b.iSearch() in Algorithm 1)
through the direct communication if b is online. That is, the
directional social path P is established along the online peer
nodes.

Note that the i-Search mechanism may find multiple global
social relationships between two peer nodes. For the peer
node who triggers the i-Search mechanism, he can use the one
with the largest global social relationship strength. Further-
more, we can speed up the execution of the i-Search mecha-
nism by caching the searching results on the peer nodes. To
simply our discussion, we do not include the study for the
effects of the cache in this article.

Performance Analysis
All peer nodes and the corresponding social links in P2P-iSN
form a social graph. A peer node may be turned on or off
during the execution of i-Search, and the iSearch request can
reach the friends only when the friends are online. In other
words, a social link a  b does not exist if peer node a or b is
turned off (i.e., off-line). Therefore, the physical network
topology of P2P-iSN changes dynamically when the i-Search
mechanism is being executed.

Let Pf be the “path found” probability that a directional
social path exists when a peer node a executes the i-Search
mechanism to find a peer node d. The online status of a
peer node affects the Pf significantly. In this section, we
propose an analytical model to obtain an approximation
value for Pf.

To simplify our discussion, we assume that the peer nodes
in P2P-iSN are independently and identically distributed (i.i.d)
in terms of network behaviors such as online status, interac-

tions, etc. As discussed earlier, in this article, we set D = 0.53

= 0.125 in the i-Search mechanism. In our analytical model,
we use the constraint |P| ≤ 3 instead of D ≤ 0.125, i.e., the i-
Search mechanism quits when the path length reaches 3 with
conclusion that no global social path is found.

Assume that a peer node is turned on (i.e., online) for a
time period x (with the density function fx(◊) and mean 1/mx),
and then it is turned off (i.e., off-line) for a time period y
(with the density function fy(◊) and mean 1/my). The peer node
alternates between x and y. Suppose that iSearch request
arrivals to a peer node form a Poisson process. Then accord-
ing to the alternating renewal process [15], the probability pon
that an iSearch request arrives when a peer node is online can
be obtained by

(4)

We generate the social graph for P2P-iSN using the Watts-
Strogatz model [16] with the three parameters a (i.e., the
rewire probability), n (i.e., the total number of peer nodes in
P2P-iSN), and m (i.e., the average number of friends of a peer
node). With the setup:

0 < a < 1 and n >> m >> ln n >> 1(5)

the Watts-Strogatz model has the small-world property,
including small average path length and high clustering, which
can also be applied to study SNS [3].

Let Nt denote the expected number of the peer nodes that
receive the i-Search request message during the execution of
the i-Search mechanism. Consider the scenario that the peer
node a executes the i-Search mechanism to search for a direc-
tional social path to d. If d belongs to one of the Nt peer
nodes, then the directional social path from a to d is found.
Therefore, we have
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Figure 6. An example for a social graph over heterogeneous SNSs
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Algorithm 1. iSearch.

Input: s, r, P, Z(P)
Output: Pnew, Z(Pnew)
1 foreach v : v Œ G − P do
2      if v = r then
3           Pnew  P  {s  v};
4           Z(Pnew)  Z(P)F(s; v);
5           return;
6      else if v is online, and Z(P)F(s, v) > D then
7           v.i Search(v, r, P  {s  v}, Z(P)F(s, v));
8      else if v is off-line, or Z(P)F(s, v)  D then
9           quit;
10    end
11 end
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We derive Nt as follows. There are two types of nodes
including “far-nodes” and “near-nodes” defined in the Watts-
Strogatz model. The far-nodes represents the peer nodes that
have social links after rewiring with probability a. The near-
nodes represents the peer nodes that have social links initially.

In the social graph of the P2P-iSN, let Nf and Nn, respec-
tively, be the expected numbers of far-nodes and near-nodes
that receive an i-Search request when the i-Search mechanism
is executed. Then we have

Nt = Nf + Nn.

Nf and Nn are obtained as follows. One round means that the
i-Search request is delivered using a directional social link a
 b when both peer nodes a and b are online. In the i-Search
mechanism, there are at most three rounds to construct a
directional social path. In each round, a peer node that trig-
gers the round can be either a far-node or near-node:
Case 1 The peer node that triggers the round is a far-node.

In this case, there are on average mapon far-nodes and
m(1 – a)pon near-nodes that can receive the i-Search
request.

Case 2 The peer node that triggers the round is a near-
node. Because there is high probability that the near-node
sends the i-Search request to another near-node that has
received this i-Search request previously, we consider that
only far-nodes can receive the i-Search request for the
approximation. In this case, there are on average mapon
far-nodes that can receive the i-Search request.

We use the following iterative procedure to calculate the Nf
and Nn.
Procedure 1.
Input parameters: a, m, mx, my.
Output measures: Nf, Nn, Nt.
Step 1. Select initial values, Nf  1, Nn  0, and round  0;
Step 2.

Step 3. If (round ≤ 3), then go to Step 2. Otherwise, go to
the next step.

Step 4. Nt  Nf + Nn; return.
The analytical model is validated by simulation experiments

of a discrete event-driven simulation model, which has been
widely adopted to simulate the mobile communications net-
work in several studies (e.g., [17]). The simulation model sim-
ulates the online/off-line behavior of a peer node and the
behavior of the i-Search mechanism.

In the simulation model, we adopt the aforementioned dis-
crete event-driven approach [17] and define five types of
events listed below:
• The QUERY_ARRIVAL event represents that an online

peer node starts the i-Search mechanism to find another
peer node.

• The QUERY_FORWARD event represents that an online
peer node sends a i-Search request to his online friend.

• The QUERY_RESPONSE event represents that an online
peer node returns the results (i.e., a path is found) for the

execution of the i-Search algorithm to the peer node who
sends the i-Search request.

• The ONLINE event represents that a peer node is turned
on.

• The OFFLINE event represents that a peer node is turned
off.
We maintain a timestamp ts to indicate the time when an

event occurs. The events are inserted into an event list and
deleted/processed from the list in a non-decreasing timestamp
order. During execution of the simulation, a simulation clock
tc is maintained, which indicates the progress of simulation.
The following variables are used in the simulation model:
• Nr indicates the number of rounds that have been executed

for an i-Search request.
• a is the ID of the peer node who triggers the i-Search

mechanism.
• d is the ID of the peer node to be found.
• l indicates whither a social link exists between two peer

nodes.
We use the following counters in our simulation model to

calculate the output measure:
• The Cf counter counts the total number of finding a path

successfully.
• The Cq counter counts the total number of the

QUERY_ARRIVAL events that have been processed.
We repeat the simulation runs until Cq exceeds 100,000 to

ensure the stability of the simulation results. Then we obtain
the output measure:

Figure 7 and Fig. 8 show the comparison between the analyti-
cal and simulation results, whose details of the parameter
setups are described below. The figures indicate that the sim-
ulation results approximate the analytical results well.

In the following, we study the effects of the input parame-
ters on the Pf performance for the i-Search mechanism. In our
study, we set the input parameters following the constraints in
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Figure 7. Effects of (n = 1000; m = 6).
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Eq. 5, and we set the total number of Peer nodes n=1000.
The effects of the input parameters are described as follows.

In Fig. 7 and Fig. 8, we change my/mx from 0.5 to 8. A larger
my/mx implies that the peer node spends more time online. For
example, when my/mx = 0.5 and my/mx = 8, from Eq. 4, we have
pon = 1/3 and pon = 8/9, respectively. Both figures show that
the path found probability Pf increases as my/mx increases. It is
worth noticing that we have Pf larger than 15 percent when
my/mx = 8 and a = 0.8 as shown in Fig. 7 (with m = 6), and Pf
is around 40 percent when my/mx = 8 and m = 10 as shown in
Fig. 8.

Observing Fig. 7 where we set m = 6, we study the effects
of a. A larger a implies that the social graph of P2P-iSN is
sparser (i.e., more far-nodes). Figure 7 indicates that Pf
increases as a increases, which means that in a sparser social
graph, the i-Search mechanism attains better found probabili-
ty. In Fig. 8, we study the effects of m where we set a = 0.4.
A larger m implies more friends of a peer node. Figure 8
shows that with more friends, the i-Search mechanism achieves
better Pf performance.

In summary, when in a sparser social graph and a peer
node has more friends, there is 40 percent probability that the
i-Search mechanism could find a global social relationship for
the user, i.e. a social path with strong relationship strength.

Conclusions
In this article, we propose P2P-iSN, a peer-to-peer network
architecture to integrate multiple SNSs without incurring
excessive overhead to the SNSs. With integrated model, we
could develop an effective approach, a Global Relationship
Model, to evaluate the global relationship strength between
two users with more precision. With P2P-iSN and the Global
Relationship Model as the foundation, we propose the i-
Search mechanism to find the social path with certain level of
social relationship strength in a P2P social network. Through
both analytical and simulation models, we have justified our
approach. Our study indicates that when the social graph is
sparser and a peer node has more friends, our proposed
approach can find the desired social path with high probability
comparing to traditional approach and can effectively estab-
lish global social relationship for users from heterogeneous
SNSs. This research finding shows that by appropriately inte-

grate users in various SNSs, the proposed integrated frame-
work could enable users to enhance their social connections
over cyberspace and create more social and economic oppor-
tunities for the users.

Of course, there are many design challenges in designing a
viable integrated social network framework like ours. The pri-
vacy concerns may be the biggest stumbling block as whenever
a unique identifier is used. Users may not want to participate
to avoid revealing the connections in their accounts. Thus,
appropriate privacy protection and incentive mechanisms
must be in place, which is one of our future research tasks.
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Figure 8. Effects of m (n = 1000; a = 0.4).
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